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1. Overall Description:
SA2 thanks CT3 for the LS on Service on I-NEF Event Exposure.

Stage 2 specifications show NEF and I-NEF as separate entities, since I-NEF always resides in VPLMN for monitoring purposes, and the NEF is always in HPLMN. TS 23.501 does not restrict deployments of the I-NEF with other NFs, see the NOTE in clause 6.2.5a, that reads “Deployments can choose to co-locate I-NEF with another NF”. Consequently, deployments combining the I-NEF role and NEF role are possible. 

SA2 leaves it for CT3 to determine whether the functionality of I-NEF Event Exposure can be implemented by re-using the Nnef_EventExposure service, and the SA2 modelling of separate service operations for NEF and I-NEF does not prevent that decision. 

But, SA2 would also like to remind CT3 that the following differences between Ninef_EventExposure service and Nnef_EventExposure service should be taken into account when working on stage 3 details: 

· NEF service operations are designed for northbound traffic, AMF and SMF reside within 3GPP system. Consequently, NEF services address a target UE by Public identity (GPSI) or External Group Identifier, while I-NEF services address target UEs by SUPI or 3GPP internal group identifier. If Nnef_EventExposure service is used to implement the functionality of I-NEF Event Exposure, then the use of SUPI and Internal Group Identifier must be restricted to use cases when the service operation is used inside the 3GPP system (i.e. the use of these internal identifiers is not allowed in N33 / T8). 
· NEF Event Exposure is designed for the consumer to subscribe to notifications. But via I-NEF Event Exposure, AMF or SMF is not subscribing to receive I-NEF notifications but configuring a routing address for sending its own notifications by means of subscription on behalf of third party NF (i.e. the NEF). This implies that the I-NEF processing for NEF Event Exposure differs from NEF processing of the same service operation. 

2. Actions:
To CT3 group.
ACTION: 	SA2 kindly asks CT3 to take above information into account.

3. Date of Next TSG SA WG2 Meetings:
TSG-SA2 Meeting #137		24 – 28 Feb 2020		New Delhi, India
TSG-SA2 Meeting #138		20 – 24 Apr 2020		Dubrovnik, Croatia

